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PREFACE

This book “BOTNET: AN EMERGING CYBER
SECURITY THREAT WITH ITS EVALUTION” is
about the introductory ideas on botnets used in real
world in cyber space. It emphasizes the history, effect,
threat, spreading and evaluation of botnet in the cyber
world utilizing by the cyber criminals. It gives an
ideology towards the botnet system, attacks and
identifies the problem with botnet attacks in the
computer system damage system leads to shut down by
applying the special attack. It provides an idea for
readers toward understanding of creating intelligent
prevention methods over botnet to increase the data
security and prevent system damage using special
methods.

This book provides logical method of explaining various
complicated concepts and stepwise methods to explain
important topics and it’s not only covers the entire
scope of subject but explains the philosophy of the
subject .This makes the clear understanding of subject
more clear and makes more interesting. The book will
very useful not only for students but also the subject
teachers.

I wish to express my profound thanks to my guide
Dr. S. POONKUNTRAN, Professor, Department of
Computer  Science &  Engineering, Velammal
Engineering College and Technology, Madurai, my well
wisher Dr. MANI SHANKAR, Head of Department &
Professor, Department of Chemistry, Alagappa
University, then higher official permit me to carry my
survey in field of botnet in my working college Sri Raaja
Raajan College of Engineering and Technology,



Chairman, Dean P.L. SUBRAMANIAN and My
colleagues, friends last but not least my all in all inspire
living gods in front of me my father Mr. P. SURESH
KUMAR and my mother Mrs. S. SUSILA DEVI to
encourage me in this work helping me to making this
book a reality.

25 S. Aanjan Kumar
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